SOTA licenta

* <https://0d105255x-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/9776045>
  + PassImg
  + Foloseste un o imagine configurata, un master password si niste metadate ale site-ului pentru a genera parole
  + Use Angron2/ PBKDF2 hash algos to convert password to binary and then use base65 to convert binary hashes to high-entropy strings
  + Stocarea locala
  + This can be the main document
* <https://0d10525bd-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/8843591>
  + PassMan
  + MD5
  + Foloseste 3 parametrii pentru generarea de parole
  + Stocarea locala
  + This can be a referencing document
* <https://0d10525jn-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/9657969>
  + Analysis of popular password managers
  + This can be used to reference brute force and online attacks
* <https://0d1052685-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/9764855>
  + Uses Honey Encryption
  + Decoy for brute-force attacks
  + Aims to mitigate brute-force attacks
* <https://0d1052685-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/7470800>
* <https://0d1052685-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/7815617>
  + Comparison between cloud, server and locally saved passwords
  + Strong arguments about locally saved passwords
* <https://0d1052685-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/8667308>
  + SPHINX - a way that the passwords are isolated from password manager when it is compromised
* <https://0d1052685-y-https-ieeexplore-ieee-org.z.e-nformation.ro/document/9814059>
  + What is wrong with password managers?